ADATKEZELESI TAJEKOZTATO

HIRLEVEL FELIRATKOZASHOZ

Ez az adatkezelési tajékoztato (tovabbiakban: Tajékoztatd) a VISIT HUNGARY NEMZETI TURISZTIKAI SZERVEZET
NONPROFIT ZRT. (tovabbiakban: Tarsasag, Adatkezeld) altal végzett adatkezelési tevékenységekhez kapcsolddik
és a személyes adatok kezelésével kapcsolatos valamennyi informaciét tartalmazza abbél a célbél, hogy On ,
mint az adatkezelés Erintettje, személyes adatainak megadasat megel6zéen teljes mértékben tisztaban legyen
az adatkezelés céljaval és feltételeivel, az azzal kapcsolatos kockazatokkal és garanciakkal, valamint az Ont
megillet6 jogosultsagokkal.

A hirlevélre torténé feliratkozas onkéntes, ezért a hozzajarulas és adatainak megadasa elé6tt kérjiik mérlegelje a
jelen Tajékoztatéban foglaltakat! A feliratkozas feltétele a hozzajarulas megadasa Adatkezel6 részére.

Személyes adatai rendelkezésre bocsatasaval, a feliratkozas tényével On kijelenti, hogy a jelen tajékoztatonak az
adat vagy informacioé rendelkezésre bocsatasanak idépontjaban hatalyos valtozatat megismerte és kifejezetten
elfogadja, az adatkezeléshez hozzajarul.

Tarsasagunk az On altal megadott személyes adatokat az Adatkezel§, illetve az Adatfeldolgozé lizemeltetésében
Iévd szervereken, az EU terlletén mikodtetett adatkézpontban tarolja.

Jelen adatvédelmi tajékoztaté megadasaval a Tarsasagunk eleget kivannak tenni AZ EUROPAI PARLAMENT ES A
TANACS (EU) 2016/679 RENDELETENEK - (2016. aprilis 27.) a természetes személyeknek a személyes adatok
kezelése tekintetében torténé védelmérdl és az ilyen adatok szabad aramlasarél, valamint a 95/46/EK iranyelv
hatalyon kiviil helyezésérdl (a tovabbiakban: Rendelet) - tovabba az informacios dnrendelkezési jogrol és az
informacidszabadsagrol szoldé 2011. évi CXIl. térvény (a tovabbiakban: Infotv.) rendelkezéseinek. Tarsasagunk
arra torekeszik hogy az Erintett részére a személyes adatok kezelésére vonatkozd, minden egyes tajékoztatast
tomor, atlathatd, érthetd és konnyen hozzaférhetd formaban, vildgosan és kozérthetéen megfogalmazva
nyljtsa, tovabba, hogy eldsegitse az Erintett jogainak a gyakorlasat. A Tajékoztatdban hasznalt fogalmak
megfelelnek az Infotv.-ben, illetve a GDPR rendeletben meghatarozott fogalmaknak, illetve azok
értelmezésének.

1. ADATKEZELO ES ELERHETOSEGEIK
AZ ADATKEZEL® MEGNEVEZESE:

Visit Hungary Nemzeti Turisztikai Szervezet Nonprofit Zrt. (Cégjegyzékszam: 01-10-049807, Addszam:
26338783-4-43, Székhely: 1123 Budapest, Alkotas utca 19., képviseli: Csendes Olivér vezérigazgato)

Adatkezel6 levelezési cime: 1123 Budapest, Alkotas utca 19.

Adatkezel6 e-mail cime: info@visithungary.com

Adatkezel6 telefonszama: +36 1 488 8700

Adatvédelmi tisztviselé neve és elérhetésége: Papp Levente, privacy@mtu.gov.hu


mailto:info@visithungary.com

2. IGENYBE VETT ADATFELDOLGOZOK:

Tarsasag a marketing célu hirlevélkiildés, valamint egyéb hirdetései soran adatfeldolgozéi minéségben igénybe
veszi:

*  az Activecampaign Ireland Ltd. (Company Number:651750, Registered Address:70 Sir John Rogerson's
Quay, Dublin 2 D02 R296),

®* a Meta Platforms Ireland Ltd. [Facebook, Instagram] (4 Grand Canal Square Grand Canal Harbour
Dublin 2, Ireland, regisztracios szam: IE462932, addszam: IE9692928F), valamint

* a New Land Media Kft. (Addszam: 24670827-2-44, Székhely: 1025 Budapest, Felsé Zoldmali at 72.)
szolgaltatasait.

3. AZ ADATKEZELES CELJA:

Az Adatkezel6 az Erintettek személyes adatait személyre szabott marketing kampanyokhoz, valamint marketing
céla hirlevélkildéséhez (e-mailen és kozosségi média fellleteken) sziikséges adatbazis épitése céljabol kezeli.

Adatkezel6 a megadott személyes adatokat a leirtaktél eltéré célokra nem hasznalja, illetve hasznalhatja fel.
Személyes adatok harmadik személy szadmara torténé kiadasa - hacsak jogszabaly ettél eltéréen nem
rendelkezik kételezd erével - kizarélag az On el6zetes, kifejezett hozzajarulasa esetén lehetséges.

4. A KEZELT SZEMELYES ADATOK KORE:
Az Erintettel (feliratkozo) kapcsolatban:
* név
* emailcim
*  szuletési év (nem kotelezé megadni)
* lakéhely iranyitészama (nem kotelez6 megadni)
* telefonszam (nem kételezd megadni)
* honnan j6tt a feliratkozas (adatkezel6 hatarozza meg)
* viselkedésalapu adatok (hirlevél olvasasaval, weboldal latogatasaval 6sszefliggésben)
* legmagasabb iskolai végzettség (nem kotelezé megadni)
*  vagyoni allapot (nem kételezé6 megadni)
* csaladi allapot (nem kételezé6 megadni)
*  hol szokott foglalni, hogyan tervezi az utazast (nem kételezé megadni)
*  NTAK regisztraciés szam (amennyiben relevans)
5. AZ ADATKEZELES IDOTARTAMA:
Az Erintett személyes adatait Adatkezel a hozzajarulas visszavonasaig kezeli.
6. AZ ADATKEZELES JOGALAPJA:
Az Erintett dnkéntes hozzajarulasa.

7. A SZEMELYES ADATOK CIMZETTJEI, ILLETVE A CIMZETTEK KATEGORIAI:



Az On altal megadott személyes adatokhoz az Adatkezelé és az Adatfeldolgozé kdzvetlen iranyitasa alatt allé
munkatarsai férhetnek hozzd munkakari feladataik ellatasa érdekében, akik az adatokat az Adatkezel6nél és az

Adatfeldolgozéonal mindenkor hatalyos jogszabalyi feltételeknek, valamint belsé szabalyoknak és eljarasrendnek
megfeleléen, bizalmasan kezelik.



8. AZ ERINTETT JOGAI
Az Ont megilleté jogok az adatkezeléssel kapcsolatban a kévetkezok:
ATLATHATO TAJEKOZTATASHOZ VALO JOG:

On jogosult arra, hogy az adatkezeléssel dsszefiiggd tényekrél és informaciokrédl az adatkezelés megkezdését
megel6z6en tajékoztatast kapjon. Ennek a jognak a biztositdsa érdekében is hoztuk létre jelen Adatkezelési
Tajékoztatot.

AZ ERINTETT HOZZAFERESI JOGA:

Az Erintett jogosult arra, hogy az Adatkezel6té| visszajelzést kapjon arra vonatkozéan, hogy személyes adatainak
kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, jogosult arra, hogy hozzaférést kapjon az
alabbiakhoz:

kozolni fogja,

e a személyes adatok tarolasanak tervezett idétartamahoz, vagy ha ez nem lehetséges, ezen idétartam
meghatarozasanak szempontjaihoz.

HELYESBITESHEZ VALO JOG:

Az érintett kérheti, hogy a Tarsasag helyesbitse, illetve egészitse ki a tévesen, pontatlanul vagy hidnyosan
szereplé személyes adatait. A tévesen szereplé adat helyesbitése elétt a Tarsasag megvizsgalhatja az érintett
adatok val6sagossagat, illetve pontossagat.

A VISSZAVONASHOZ VALO JOG:

Az Erintett jogosult arra, hogy hozzajarulasan alapuld adatkezelés esetén a hozzajarulasat barmikor visszavonja,
amely nem érinti a visszavonas el6tt a hozzajarulas alapjan végrehajtott adatkezelés jogszertiségét.

A TORLESHEZ VALO JOG (,AZ ELFELEDTETESHEZ VALO JOG"):

Az érintett jogosult arra, hogy kérje, hogy az Adatkezel6 indokolatlan késedelem nélkiil térélje a ra vonatkozd
személyes adatokat, az Adatkezelé pedig koteles ezt végrehajtani. Jogi kotelezettségen alapuld adatkezelés
esetén Ont ez a jog nem illeti meg.

AZ ADATKEZELES KORLATOZASAHOZ VALO JOG (ZAROLASI JOG):
Az Erintett jogosult arra, hogy kérésére az Adatkezel6 az alabbi esetekben korlatozza az adatkezelést:

e ha az Erintett vitatja az adatkezelés pontossagat, ez esetben a korlatozas arra az idétartamra vonatkozik,
amely lehet6vé teszi, hogy az adatkezel6 ellendrizze a személyes adatok pontossagat,

e ha az adatkezelés jogellenes, és az Erintett ellenzi az adatok torlését, ehelyett kéri azok felhasznalasanak
korlatozasat,

e ha az Adatkezel6nek mar nincs szilksége a személyes adatokra az adatkezelés céljabol, azonban az Erintett
igényli azokat jogi igények el6terjesztéséhez, érvényesitéséhez vagy védelméhez,

e ha az Erintett tiltakozott az adatkezelés ellen, ez esetben a korlatozas arra az idStartamra vonatkozik, amig
megallapitasra nem keril, hogy az Adatkezel6 jogos indokai elsébbséget élveznek-e az érintett jogos indokaival
szemben.



AZ ADATHORDOZHATOSAGHOZ VALO JOG:

Az Erintett jogosult arra, hogy a ra vonatkozo, ltala az Adatkezel6 rendelkezésére bocsatott személyes adatokat
tagolt, széles kérben hasznalt, géppel olvashaté formatumban megkapja, tovabba jogosult arra, hogy ezeket az
adatokat egy masik adatkezelé részére tovabbitsa anélkil, hogy ezt akadalyozna az az adatkezeld, amelynek
részére a személyes adatokat rendelkezésre bocsatotta. Az adathordozhatésaghoz vald jog az Erintettet abban
az esetben illeti meg, ha:

e az adatkezelés az érintett hozzajarulasan, vagy a személyes adatok kiilonleges kategoridinak egy vagy tobb
konkrét célbdl torténd kezeléséhez megadott hozzajaruldsan, vagy a GDPR 6. cikk (1) bekezdés b) pontja szerinti
szerzédésen alapul, és

e az adatkezelés automatizalt modon torténik.
A TILTAKOZASHOZ VALO JOG:

Az Erintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbél barmikor tiltakozzon személyes adatainak
kezelése ellen abban az esetben, ha az adatkezelés kozérdek(i vagy az adatkezelére ruhazott kézhatalmi
jogositvany gyakorlasanak keretében végzett feladat végrehajtasdhoz sziikséges, vagy az adatkezelés az
adatkezel6 vagy egy harmadik fél jogos érdekeinek érvényesitéséhez sziikséges, ideértve a profilalkotast is. Az
Adatkezel6 a tiltakozas alapjan az adatkezelést nem sziinteti meg, ha az adatkezelést olyan kényszerité erej(
jogos okok indokoljak, amelyek elsébbséget élveznek az érintett érdekeivel, jogaival és szabadsagaival szemben,
vagy amelyek jogi igények el6terjesztéséhez, érvényesitéséhez vagy védelméhez kapcsolédnak.

AUTOMATIZALT DONTESHOZATAL EGYEDI UGYEKBEN, BELEERTVE A PROFILALKOTAST:

Az érintett jogosult arra, hogy ne terjedjen ki rd az olyan, kizarélag automatizalt adatkezelésen - ideértve a
profilalkotast is - alapulé dontés hatalya, amely rd nézve joghatassal jarna vagy 6t hasonloképpen jelentés
mértékben érintené.

AZ ERINTETT TAJEKOZTATASA ADATVEDELMI INCIDENSROL:

Ha egy esetleges adatvédelmi incidens valészinlsithetéen magas kockazattal jar az On adataira, jogaira és
szabadsagaira nézve, az Adatkezel6k indokolatlan késedelem nélkiil tajékoztatjdk Ont az adatvédelmi
incidensrol.

A FELUGYELETI HATOSAGNAL TORTENG PANASZTETELHEZ VALO JOG:

Amennyiben az Erintettnek személyes adatai kezelését érintéen sérelme meriilt fel, az tigy gyorsabb és
hatékonyabb intézése érdekében a panasz benyujtasa el6tt célszer( felvennie a

kapcsolatot az Adatkezel6vel és el6terjeszteni a vonatkozé érintetti jog gyakorlasara iranyuld kérelmet.

On jogosult arra, hogy panaszt tegyen egy felligyeleti hatosagnal, ha megitélése szerint a személyes adatok
kezelése megsérti az adatvédelmi jogszabalyokat.

Nemzeti Adatvédelmi és Informacidszabadsag Hatésag

Székhely: 1055 Budapest, Falk Miksa utca 9-11.

Postacim: 1363 Budapest, Pf.: 9.

Telefon: +36 (30) 683-5969, +36 (30) 549-6838, +36 (1) 391 1400
Telefax: +36 (1) 391-1410

Hivatali kapu: Rovid név: NAIH, KR ID: 429616918

E-mail: ugyfelszolgalat@naih.hu

A FELUGYELETI HATOSAGGAL SZEMBENI HATEKONY BIROSAGI JOGORVOSLATHOZ VALO JOG:



On jogosult a hatékony birésagi jogorvoslatra a felligyeleti hatésag Onre vonatkozé, jogilag kételezé erejii
dontésével szemben.



AZ ADATKEZELOKEL VAGY AZ ADATFELDOLGOZOKAL SZEMBENI HATEKONY BiROSAGI JOGORVOSLATHOZ VALO
JOG:

Az Erintett jogosult a panasztételhez vald jog sérelme nélkiil a hatékony birésagi jogorvoslatra polgari per
kezdeményezése (tjan, ha megitélése szerint a személyes adatainak nem megfelelé kezelése kdvetkeztében
megsértették a jogait. A per elbirdlasa a Févarosi Torvényszék hataskorébe tartozik, de az érintett a pert
valasztasa szerint megindithatja a lakéhelye szerint illetékes torvényszék el6tt is.

9. ADATBIZTONSAGI INTEZKEDESEK

A Tarsasag kotelezi magat arra, hogy gondoskodjon az adatok biztonsagarol, megteszi tovabba azokat a
technikai és szervezési intézkedéseket, és kialakitja azokat az eljarasi szabalyokat, amelyek biztositjak, hogy a
felvett, tarolt, illetve kezelt adatok védettek legyenek, illetéleg megakadalyozzak azok megsemmisiilését,
jogosulatlan felhasznalasat és jogosulatlan megvaltoztatasat. Kotelezi arra az Adatfeldolgozét, hogy 6 is tegyen
eleget az adatbiztonsagi kovetelményeknek.

Az Adatkezel6 gondoskodik arrél, hogy a kezelt adatokhoz illetéktelen személy ne férhessen hozza, ne hozhassa
nyilvanossagra, ne tovabbithassa, valamint azokat ne médosithassa, torolhesse. Az Adatkezelé megtesz minden
téle telhetét annak érdekében, hogy az adatok véletlendl se sériiljenek, illetve semmisiiljenek meg. A fenti
kotelezettségvallalast az Adatkezel6 az adatkezelési tevékenységben részt vevé munkavallaloik, illetve az
Adatkezel6 megbizasabol eljaré Adatfeldolgozé részére is elbirja.

A Tarsasdg az informatikai adatok és a weboldal technikai kornyezetének megfelelé6 adatmentésérdl
gondoskodik, amit az egyes adatok megorzési ideje alapjan sziikséges paraméterekkel mikdédtet, ezaltal az
adatok megérzési idén belili rendelkezésre allasat garantalja, a megérzési id6 lejartaval pedig véglegesen
megsemmisiti azokat.

Az informatikai rendszer és az adatokat tarolo koérnyezet integritasat és mikod6éképességét fejlett monitoring
technikakkal ellenérzi, a szlikséges kapacitasokat folyamatosan biztositja.

Az informatikai kdrnyezetében tortént eseményeket komplex naplozasi funkcidk alkalmazasaval rogziti, ezzel is
biztositja az esetleges incidensek késébbi felderithetéségét és jogi erejl bizonyithatdsagat.

Folyamatosan magas savszélességet biztositd, redundans halézati kérnyezetet alkalmaz a weboldalak
kiszolgalasara, mely a fellépd terheléseket biztonsagosan elosztja az eréforrasok kozott.

A rendszerei katasztrofatir6 képességét tervezetten biztositja, az lizletmenet folytonossagrél és ezaltal
felhasznaldi folyamatos kiszolgalasarol szervezeti és technikai eszkozokkel is magas szinten gondoskodik.

Kiemelt prioritassal gondoskodik az informatikai rendszerei sértetlenségét is biztositdé biztonsagi javitasok,
gyartéi frissitések kontrollalt telepitésérél, ezzel megelézve, elkeriilve és kezelve a sériilékenységek
kihasznalasaval térténd hozzaférési vagy karokozasi kisérleteket.

Az informatikai kdrnyezetet rendszeresen biztonsagi teszteléssel vizsgalja, a talalt hibakat vagy gyenge pontokat
kijavitja, az informatikai rendszer biztonsagi megerdsitését folyamatos feladatnak tekinti.

Munkatarsai szamara a titoktartast is magaba foglalé magas biztonsagi elvarasokat fogalmaznak meg, melyek
teljestilését rendszeres képzésekkel is biztositja, belsé miikodése kapcsan pedig torekszik arra, hogy tervezett és
ellenérzott folyamatokat mikodtessen.

A mikodés soran érzékelt, vagy hozzd bejelentett, a személyes adatokat érint6 esetleges incidenseket
transzparens modon, felelés és szigort elvek mentén 72 éran beliil kivizsgalja. A bekdvetkezett incidenseket
kezeli, és nyilvantartasba veszi.

Szolgaltatasai és informatikai megoldasai fejlesztése soran gondoskodik a beépitett adatvédelem elvének
teljestilésérdl, az adatvédelmet mar a tervezési fazisban kiemelt elvarasként kezeli.



10. ADATVEDELMI INCIDENSEK KEZELESE ES BEJELENTESE

Adatvédelmi incidensnek mindsiil minden olyan esemény, amely az Adatkezel6 altal kezelt, tovabbitott, tarolt
vagy feldolgozott személyes adatokkal kapcsolatban a személyes adat jogellenes kezelését vagy feldolgozasat,
igy kilonésen jogosulatlan vagy véletlen hozzaférését, megvaltoztatasat, kozlését, torlését, elvesztését vagy
megsemmisitését, valamint véletlen megsemmisiilését és sériilését eredményezi. Az adatvédelemért felelés
személyek a jelzett vagy észlelt adatvédelmi incidenst haladéktalanul megvizsgaljak, majd az adatvédelmi
incidens tudomasara jutasat koveté 72 éran beliil javaslatot tesznek az adatvédelmi incidens elharitasara és az
incidens kezelésére.

Az Adatkezel6 szavatolja, hogy az adatkezelés mindenben a hatalyos jogszabalyi rendelkezések megtartasaval
torténik.

Amennyiben az adatkezelési feltételek megvaltoznak, a Tarsasag tajékoztatja az Erintetteket a modositasokrol.
11. ADATBIZTONSAGI INTEZKEDESEK

A Tarsasag kotelezi magat arra, hogy gondoskodjon az adatok biztonsagardl, megteszi tovabba azokat a
technikai és szervezési intézkedéseket, és kialakitja azokat az eljarasi szabalyokat, amelyek biztositjak, hogy a
felvett, tarolt, illetve kezelt adatok védettek legyenek, illetéleg megakadalyozzak azok megsemmisiilését,
jogosulatlan felhasznalasat és jogosulatlan megvaltoztatasat. Kételezi arra az Adatfeldolgozét, hogy 6 is tegyen
eleget az adatbiztonsagi kovetelményeknek.

Az Adatkezel6 gondoskodik arrdl, hogy a kezelt adatokhoz illetéktelen személy ne férhessen hozza, ne hozhassa
nyilvanossagra, ne tovabbithassa, valamint azokat ne médosithassa, torélhesse. Az Adatkezelé6 megtesz minden
téle telhet6t annak érdekében, hogy az adatok véletleniil se sériiljenek, illetve semmisiiljenek meg. A fenti
kotelezettségvallalast az Adatkezel6 az adatkezelési tevékenységben résztvevé munkavallaléik, illetve az
Adatkezel6 megbizasabol eljaré Adatfeldolgozoé részére is elbirja.

A Tarsasag az informatikai adatok és a weboldal technikai kornyezetének megfelelé adatmentésérdl
gondoskodik, amit az egyes adatok megorzési ideje alapjan szlikséges paraméterekkel mikodtet, ezaltal az
adatok meg6rzési idén beliili rendelkezésre allasat garantalja, a megdrzési idé lejartaval pedig véglegesen
megsemmisiti azokat.

Az informatikai rendszer és az adatokat tarol6é kérnyezet integritasat és mikodoképességét fejlett monitoring
technikakkal ellenérzi, a szlikséges kapacitasokat folyamatosan biztositja.

Az informatikai kbrnyezetében tortént eseményeket komplex naplozasi funkcidk alkalmazasaval rogziti, ezzel is
biztositja az esetleges incidensek késébbi felderithetéségét és jogi eredetli bizonyithatosagat.

Folyamatosan magas savszélességet biztositd, redundans halézati kérnyezetet alkalmaz a weboldalak
kiszolgalasara, mely a fellépd terheléseket biztonsagosan elosztja az er6forrasok kézott.

A rendszerei katasztréfatlird képességét tervezetten biztositja, az (izletmenet folytonossagarél és ezaltal
felhasznaloi folyamatos kiszolgalasarol szervezeti és technikai eszk6zokkel is magas szinten gondoskodik.

Kiemelt prioritassal gondoskodik az informatikai rendszerei sértetlenségét is biztosité biztonsagi javitasok,
gyartoi frissitések kontrollalt telepitésérél, ezzel megelézve, elkerlilve és kezelve a sériilékenységek
kihasznalasaval térténd hozzaférési vagy karokozasi kisérleteket.

Az informatikai kbrnyezetet rendszeresen biztonsagi teszteléssel vizsgalja, a talalt hibakat vagy gyenge pontokat
kijavitja, az informatikai rendszer biztonsagi megerdsitését folyamatos feladatnak tekinti.

Munkatarsai szamara a titoktartast is magaba foglalé magas biztonsagi elvarasokat fogalmaznak meg, melyek
teljestilését rendszeres képzésekkel biztositja, belsé mikoédése kapcsan pedig torekszik arra, hogy tervezett és
ellendrzott folyamatokat mdkodtessen.



A muakodés soran érzékelt, vagy hozza bejelentett, a személyes adatokat érint6 esetleges incidenseket
transzparens modon, felelés és szigort elvek mentén 72 éran belil kivizsgalja. A bekdvetkezett incidenseket
kezeli, és nyilvantartasba veszi.

Szolgaltatasai és informatikai megoldasai fejlesztése soran gondoskodik a beépitett adatvédelem elvének
teljestilésérél, az adatvédelmet mar a tervezési fazisban kiemelt elvarasként kezeli.

12. ADATVEDELMI INCIDENSEK KEZELESE ES BEJELENTESE

Adatvédelmi incidensnek mindsiil minden olyan esemény, amely az Adatkezel6 altal kezelt, tovabbitott, tarolt
vagy feldolgozott személyes adatokkal kapcsolatban a személyes adat jogellenes kezelését vagy feldolgozasat,
igy kilonosen jogosulatlan vagy véletlen hozzaférését, megvaltoztatasat, kozlését, torlését, elvesztését vagy
megsemmisitését, valamint véletlen megsemmisiilését és sériilését eredményezi. Az adatvédelemért felel6s
személyek a jelzett vagy észlelt adatvédelmi incidenst haladéktalanul megvizsgaljak, majd az adatvédelmi
incidens tudomasara jutasat kévetd 72 6ran beliil javaslatot tesznek az adatvédelmi incidens elharitasara és az
incidens kezelésére.

Az Adatkezel6 szavatolja, hogy az adatkezelés mindenben a hatalyos jogszabalyi rendelkezések megtartasaval
torténik.

Amennyiben az adatkezelési feltételek megvaltoznak, a Tarsasag tajékoztatja az Erintetteket a modositasokrdl.

Jelen Tajékoztat6é 2025.07.08. napjatol hatalyos.



